CSC 249	Wireshark Lab Write-up Guidelines	DUE Fridays
		4pm to Ford Hall room 352	


What to hand in for the Wireshark labs
· Note that wireless connections have caused more trouble for students over the years than wired connections. If you cannot get Wireshark to work on a laptop (with a wireless connection to the Smith network), try switching to a desktop with a wired Ethernet connection – either in FH 342 or the 2nd floor iMac room.

· For the lab write-up, include
· Your name
· Lab title
· A brief statement of the objective of the assignment/lab
· For the first lab, this could be simply to become familiar with the basic functions of Wireshark…
· The questions in the lab with your results and answers
· For the Wireshark labs, feel free to include a couple of screen shots of the Wireshark window and/or information pasted from sections of the Wireshark window into your lab write-up. You can then annotate these figures or refer to them in your answers.
· A brief concluding statement which can include things such as
· What did work / what did not work
· If something did not work, a thought as to why it did not work
· Anything unexpected in your results
· ** State what you learned from the lab ** 
· and what might still be unclear
· If everything was perfect, perhaps state everything went as expected, and you learned ____________

· Note that the purpose of these labs it to gain familiarity with the Internet, its protocols and what packets are and do. 
· You do not need to worry about answering every question posed in the labs. 
· It is not uncommon for the requested information to not even appear in your Wireshark window, depending upon the system, OS, version, etc, you are using.
· Go through each lab, do most of what you are directed to do, answer most of the questions, and just be sure you can pull out a few things you learned.
· [bookmark: _GoBack]The goal is to learn something new. If you are left with a few questions, and don’t have the answers yet, that is fine. Just state them in the conclusions and you can get back to them later, as you learn more and play with Wireshark more.


