CSC 249	HW 3 Solutions	due Friday Sept 28
		4pm to room 352	
Chapter 1: 
[bookmark: _Toc224812659]Problem 6

a)  seconds.

b)  seconds.

c)  seconds.
d) The bit is just leaving Host A.
e) The first bit is in the link and has not reached Host B.
f) The first bit has reached Host B.
g) We want

km.

[bookmark: _Toc224812660]Problem 7
Consider the first bit in a packet. Before this bit can be transmitted, all of the bits in the packet must be generated. This requires


sec=7msec.

The time required to transmit the packet is



sec=sec.

Propagation delay = 10 msec.
The delay until decoding is


7msec +sec + 10msec = 17.224msec

A similar analysis shows that all bits experience a delay of 17.224 msec.


Chapter 2: 	
[bookmark: _Toc224818171]Problem 3
Application layer protocols: DNS and HTTP
Transport layer protocols: UDP for DNS; TCP for HTTP

[bookmark: _Toc224818181]Problem 13
The MAIL FROM: in SMTP is a message from the SMTP client that identifies the sender of the mail message to the SMTP server. This is is part of the handshaking between the client and server.  

The  From:  on the mail message itself is NOT an SMTP message, but rather is just a line in the body of the mail message.  This line is typically used by the mail agent to provide information to you, the reader of the message, but it is not part of the protocol.

[bookmark: _Toc224818182]Problem 14
· SMTP uses a line containing only a period to mark the end of a message body.
· HTTP uses “Content-Length header field” to indicate the length of a message body. 
· No, HTTP cannot use the method used by SMTP, because HTTP message could be binary data, whereas in SMTP, the message body must be in 7-bit ASCII format.

[bookmark: _Toc224818186]Problem 18  -  whois
a) For a given input of domain name (such as ccn.com), IP address or network administrator name, the whois database can be used to locate the corresponding registrar, whois server, DNS server, and so on.

b) and c) – different for everyone

…

f) An attacker can use the whois database and nslookup tool to determine the IP address ranges, DNS server addresses, etc., for the target institution.

g) [bookmark: _GoBack]By analyzing the source address of attack packets, the victim can use whois to obtain information about domain from which the attack is coming and possibly inform the administrators of the origin domain. 
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